
TOWN OF GOLDEN BEACH, FLORIDA 

RESOLUTION NO. 2625.19 

A RESOLUTION OF THE TOWN COUNCIL OF THE TOWN 
OF GOLDEN BEACH, FLORIDA, APPROVING A 
MEMORANDUM OF UNDERSTANDING BETWEEN THE 
TOWN OF GOLDEN BEACH AND THE CITY OF 
TALLAHASSEE POLICE DEPARTMENT; PROVIDING 
FOR IMPLEMENTATION; AND PROVIDING AN 
EFFECTIVE DATE. 

WHEREAS, the Town Council of the Town of Golden Beach , Florida (the "Town") 

wishes to enter into a MEMORANDUM OF UNDERSTANDING (the "Agreement") with 

the City of Tallahassee Police Department, Florida, attached to this Resolution as 

Exhibit "A" between the Town and the City of Tallahassee Police Department, described 

and outlined in the attached Agenda Item Report; and 

WHEREAS, the Town Council believes that it is in the best interest to enter into 

the Agreement. 

NOW THEREFORE, BE IT RESOLVED BY THE TOWN COUNCIL OF THE 

TOWN OF GOLDEN BEACH, FLORIDA, AS FOLLOWS: 

Section 1. Recitals Adopted. That each of the above-stated recitals is 

hereby adopted and confirmed . 

Section 2. Agreement Approved. That the Agreement is hereby approved in 

substantially the form attached hereto as Exhibit "A," subject to approval by the Town 

Attorney as to form and legal sufficiency. 

Section 3. Implementation. That the Mayor and Town Manager are 

authorized to take any and all action which is necessary to implement this Resolution . 

Section 4. Effective Date. That this resolution shall become effective 

immediately upon approval of the Town Council. 
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Sponsored by Town Administration 

The Motion to adopt the foregoing Resolution was offered by Councilmember 

Mendal, seconded by Councilmember Lusskin, and on roll call the following vote ensued: 

Mayor Glenn Singer 
Vice Mayor Kenneth Bernstein 
Councilmember Judy Lusskin 
Councilmember Jaime Mendal 
Councilmember Bernard Einstein 

Aye 
Absent 
Aye 
Aye 
Aye 

PASSED AND ADOPTED by the Town Council of the Town of Golden Beach, 

Florida, this 20th day of August, 2019. 

APPROVED AS TO FOR 
AND LEGAL SUFFICIE 

STE N J. HELFMAN 
TOWN ATTORNEY 
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TOWN OF GOLDEN BEACH 

One Golden Beach Drive 
Golden Beach, FL  33160 

 
________________________________________________________________ 

 
M E M O R A N D U M 

________________________________________________________________ 
 
Date: August 20, 2019 

To: Honorable Mayor Glenn Singer & 
Town Council Members 

From: Alexander Diaz,  
Town Manager 

Subject: Resolution No. 2625.19 - Approving a Memorandum of 
Understanding with the City of Tallahassee Police Department 

 
Recommendation: 
 
It is recommended that the Town Council adopt the attached Resolution No. 
2625.19 as presented.    
 
Background: 
 
The Electronic License and Vehicle Information System (ELVIS), is a system that 
will allow Golden Beach Police Officers to check individuals electronically in the 
National Crime Information Center (NCIC) and Federal Crime Information Center 
(FCIC) databases. Presently the City of Tallahassee Police Department is the 
contract agency who has the benefit of the ELVIS interface with Florida State 
University (FSU) who operates, maintains and provides access to authorized 
Police Agencies. This system is hosted by the City of Tallahassee, as such an 
approved memorandum of understanding is needed.  
 
(The Electronic License and Vehicle Information System (Elvis) and TraCS 
Software are linked together)  
 
Fiscal Impact: 
 
There is no initial cost to the Town to participate.  

 

Item Number: 
 
_____8_______ 



MEMORANDUM OF UNDERSTANDING 

Electronic License and Vehicle Information System (ELVIS) 

WITNESSETH 

WHEREAS, on 20th day of August , 20~ (" 'Effect ive Date") thi s MOU is entered into by 

and between, the City of Ta llahassee on behalf of the Tallahassee Police Department, hereafter refened to 
as T PD, and th e Golden Beach Police Department , hereafter refen ed to as Contract 

Agency (CA), a re both crim ina l j ustice agencies, fo rmally recogni zed by the Federa l Burea u of 

Invest iga tio n (FB I) and the Flori da Department o f Law Enforcement (FDLE), and; 

WHEREAS , T PD and the CA are headquartered within the boundari es of th e Sta te of Florida, and; 

\VHEREAS, both T PD and the CA have entered in Cri minal Justi ce User Agreements (UA) with FDLE 

and are required to abide by the cunent FB I Criminal Just ice ln fo nnation Sys tem (CJI S) Securi ty Po licy 

(CSP) fo r access to state and nati onal Criminal Justice ln fo nn ation (CJ! ) as de fined by th e CSP, and; 

WH EREAS, the FDLE CJI S Director fun cti ons as th e CJI S Sys tems Officer (CSO) fo r the State of 

Florida, required by the CS P and UA to grant and authori ze access to CJ! within the Sta te of F lorida, and; 

WHEREAS, T PD presentl y has the bene fit of Electronic License and Vehicle ln fo nnat ion System 

(EL V IS) interface , operated and maintained by Florida State University (FS U), which provides access to 

the Na tional Cri me Info rmation Center, hereafter N CIC, and the Florida Crime ln fo nnation Cen ter, 

herea fter FCIC, and ; 

WHEREAS, the CA wishes to uti lize EL V IS interface fo r access to NCIC and FC IC lnfo nn ation 

Systems for law enfo rcement purposes, and; 

WHEREAS, T PD is willing to share individua l background screening infonnation obtained from state 

and nati onal fingerprint-based records checks w ith th e CA, in a manner cons istent w ith the requirements 

of the CS P; 

NOW WHEREFORE, the parties agree as fo llows, 

1. FSU will prov ide the TPD with a current and complete list of all personnel who requ ire 

unescorted phys ica l or loca l access to CJ!. 

2. T PD will ensure a ll personnel provided in Sec ti on I , above, are appropria te ly screened and 
tra ined . 

Memorandum of Understanding (E LVIS) 

TPO and CA 

rev : October 16, 2018 

pg. 1 of 5 



3. TPD will fingerprint and submit the requisite identification in formation on personnel who require 
unescorted physical or local access to CJ ! pr ior to being granted access. TPD will use its cr iminal 
justice ORI for submitting fingerprints required by the CSP and UA. TPD will retain the 
fingerprint based records check, the signed security addendum s, and the completed Security 
Awareness Leve l 4 cert ificates for said personnel. 

4. TPD will maintain a current and complete li st of all personnel who have been authorized to 
access CJ !. Individual information shall include name, date of birth, and if previously provided, 
Social Sec uri ty Number or unique identification to accurate ly ident ify the individua l. 

5. TPD shal l provide to the CA the list of al l personnel who are authorized access to CJ! inside 
ELVI S. 

6. TPD shall defe r to the FDLE CSO regarding any issues with respect to CJ! access eligibility as 
required by the CS P and UA . 

7. When any change occurs to the I ist of autho ri zed personnel, the TPD shal I provide to the CA the 
corrected or revised li st of authorized personnel, and speci fically ident ify any addit ions, deletions, 
or modificat ions to the list. 

8. TPD will notify the CA in the event that an individual, whether seek ing or already authorized 
access to CJ! , is denied such access by the FDLE CSO. 

9. To properly assess any potentially disqualifying information as it becomes available, every year, 
TPD shall perform a name-based check via the FCIC message switch, to include, but not limited 
to, hot files , and state/national criminal history record information searches, on al l personnel 
authorized access to CJ ! in ELVI S. 

I 0. Upon not ifi cat ion/determination of any type of reported or observed crim inal or other 
disqualifying act ivity by an individual autho ri zed access to CJ! in ELV IS, the TPD shall 
immediately noti fy the CA via formal correspondence of the ind ividual's acti vity. 

11. TPD shall immediately notify the CA upon learning of the term inat ion or suspension from 
employment of an individual authorized access to CJ! in ELV IS. 

12. The CA shall be en titled to use, through agents and em ployees of the TPD, the EL VIS interface 
located at the TPD for the purpose of gaini ng access to NC IC and FC IC in formation Systems for 
law enforcement purposes. 

13. The CA agrees to abide by all applicable local, state, and federal laws, rules and regu lations, as 
well as the rules and regu lations ofNCIC and FCIC with regards to the use of any device 
access ing CJ! and/or ELV IS under the terms of this agreement. 

14. The CA agrees to abide by all terms and conditi ons of the most recent UA executed into between 
FDLE and the CA. 
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15. The CA agrees that it shall make use of the ELVIS access in compli ance with the CS P. 

16. If the CA intends to use mobi le devices (as defin ed in the CSP), the CA agrees to have and 
operate a Mobil e Dev ice Management (MOM) so luti on as required by the CSP. 

I 7. The CA agrees to retain responsibility for, and be ultimate ly I iab le fo r, the va lid ity and accuracy 
of all informat ion or data submitted fo r entry in to the NC IC and FC IC In formati on Systems by 
the CA, CA 's agents, and the CA's authori zed designees. Subject to such authority and 
limitat ions provided pursuant to Section 768.28, Florida Statutes, and subj ect stri ct ly to the 
fin ancial limits stated in Section 768.28 , Florida Statutes, the CA shall indemni fy and hold 
harmless TPD fo r any and all li ab ility relating to or ari sing out of the validity and accuracy of 
information and data it submits fo r entry into the NC IC and FCIC In fo rm ati on Systems. 

18. TPD agrees to retain responsibili ty for , and be ult imately liabl e fo r, the validi ty and accuracy of 
all informat ion or data submitted for entry into the NC IC and FC IC In fo rm ati on System entered 
by TPD, TPD agents, and TPD 's authorized designees. Subj ect to such authority and limitations 
prov ided pursuant to Section 768.28, Florida Statutes , and subject stri ctly to the fi nancial limits 
stated in Secti on 768.28, Florida Statute, TPD agrees to save and hold harml ess, and indemnify 
the CA fro m any and all liabili ty relating to or aris ing out of the validity and accuracy of 
information and data it submits fo r entry into the NC IC and FCIC In fo rmation Systems. 

19. The CA retains ownershi p of all reco rds created inside ELV IS by the CA and responses generated 
as a direct res ult of the CA, including user accoun ts , account access and audit logs, user act ivity , 
query hi story, and query responses, and agrees to fulfill any and all public records requests 
regard ing those reco rds. 

20 . The CA grants TPD perm ission to retai n and host all records created inside ELVIS by the CA in 
accordance with the CSP and FDLE UA . 

2 1. The CA grants TPD and aforementioned personnel provided in section I permi ssion to view and 
create records in FSU ELVIS on behalf of the CA solely fo r the purposes of train ing or 
troubl eshooting. 

22. The CA agrees that neither TPD nor the afo rementioned personnel provided in section I are 
responsi ble fo r fulfilling public records req uests on behalf of the CA. TPD agrees to forward all 
publi c reco rds requests it rece ives fo r records created and/or owned as described in secti on 19 by 
the CA to the CA. 

23. In compli ance with the FDLE UA, the CA agrees to have a form al written poli cy restricting 
ELVIS access to agency owned devices and fo rbidding access and use of ELVIS on personally 
owned or public devices. 

24 . TPD agrees that the current Terminal Agency Coord inator (TAC) of the CA as recorded with 
FDLE and/or the current agency head within the CA shall be notifi ed by TPD of updates and 
in format ion regarding personnel authorized to access CJ! , including but not limited to when an 
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individual is added or removed from the li st of authori zed users or when an individual on the list 
is arrested. 

25. TP D shall have form al written guidelines defining the processes associated with implementation 
of this Agreement. 

26. TPD wi ll fo rward a copy of this Agreement of the FDLE CSO. 

27 . The term of this agreement shall commence on the Effecti ve Date and shall remai n in full fo rce 
and effect unti l terminated in accordance with the te rm s herein . 

28. Either party may terminate this Agreement upon sixty (60) business days' written notice or 
immedi ately by TPD without notice upon fi nding that the CA has violated terms of th is 
Agreement, or immediate ly by the CA without not ice upon finding that TPD has vio lated the 
terms of thi s Agreement. 

29. Thi s agreement consti tutes the enti re agreement of the parti es and may not be mod ified or 
amended without wri tten agreement executed by both parti es, and establishes procedures and 
policies that will guide all parties to comply and adhere to the CJI S Securi ty Policy . 

30. Thi s Agreement supersedes all pr ior or contemporaneous negoti ations, commitments, agreements 
(wri tten or ora l) and writings between TPD and the CA with respect to the subj ect matter hereof. 
All such other negotiati ons, commitments, agreements and writings will have no further fo rce or 
effect, and the parties to any such other negotiation; commitment, agreement or writing will have 
no further rights or obi igations there unde r. 

WITNESS HEREOF, the part ies hereto have caused thi s Agreement to be executed by the proper 
offi cers and offic ials. 

Ta ll ahassee Pol ice Departm ent 

Agency Name (TPD) 

Authorized Signatory (TPD) 

Michael J. De Leo, # I 00 

Pri nted Name / ID # 

ATTEST TO : 

Chief of Police 

Titl e 

By: __________________ __ _ 

James 0 . Cooke, IV, City Treasurer-C lerk 
Approved as to fo rm : 
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By: ____________________ _ 
Theresa A. Flury, Asst. City Attorney 

Agency Name (CA) 

Autho,;zed s;gnato~ULv 

Title 

Printed Name / ID# Title 

The current FBI CJIS CSP mandates all agencies connected to the FBI CJIS systems adhere to 
regulation set forth within the Security Policy. Included within the term "personnel " are all 
individuals who are utilized by criminal justice agencies lo implement, deploy, and/or maintain the 
computers and/or networks of the criminal justice agency which are used lo access FBI CJIS systems. 
These individuals include city/county IT personnel, and private vendors. Th e subject of non-criminal 
justice governmental personnel and private vendors is addressed in Sections 5.1 . l .5 (I) of the CJIS 
Security Policy, and the Security Addendum, which can be found in Appendix H. 
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