





TOWN OF GOLDEN BEACH

One Golden Beach Drive
Golden Beach, FL 33160

MEMORANDUM

Date: August 20, 2019 Item Number:
To: Honorable Mayor Glenn Singer & 8
Town Council Members

From: Alexander Diaz,
Town Manager AQQ/)O @

Subject: Resolution No. 2625.19 - Approving a Memorandum of
Understanding with the City of Tallahassee Police Department

Recommendation:

It is recommended that the Town Council adopt the attached Resolution No.
2625.19 as presented.

Background:

The Electronic License and Vehicle Information System (ELVIS), is a system that
will allow Golden Beach Police Officers to check individuals electronically in the
National Crime Information Center (NCIC) and Federal Crime Information Center
(FCIC) databases. Presently the City of Tallahassee Police Department is the
contract agency who has the benefit of the ELVIS interface with Florida State
University (FSU) who operates, maintains and provides access to authorized
Police Agencies. This system is hosted by the City of Tallahassee, as such an
approved memorandum of understanding is needed.

(The Electronic License and Vehicle Information System (Elvis) and TraCS
Software are linked together)

Fiscal Impact:

There is no initial cost to the Town to participate.






[VF)

TPD will fingerprint and submit the requisite identification information on personnel who require
unescorted physical or local access to CJ1 prior to being granted access. TPD will use its criminal
justice ORI for submitting fingerprints required by the CSP and UA. TPD will retain the
fingerprint based records check. the signed security addendums. and the completed Security
Awareness Level 4 certificates for said personnel.

TPD will maintain a current and complete list of all personnel who have been authorized to
access CJI. Individual information shali include name, date of birth, and if previously provided,
Social Security Number or unique identification to accurately identify the individual.

TPD shall provide to the CA the list of all personnel who are authorized access to CJ1 inside
ELVIS.

TPD shall defer to the FDLE CSO regarding any issues with respect to CJ1 access eligibility as
required by the CSP and UA.

When any change occurs to the list of authorized personnel, the TPD shall provide to the CA the
corrected or revised list of authorized personnel. and specifically identify any additions. deletions,
or modifications to the list.

TPD will notify the CA in the event that an individual. whether seeking or already authorized
access to CJI, is denied such access by the FDLE CSO.

To properly assess any potentially disqualifying information as it becomes available, every vear.
TPD shall perform a name-based check via the FCIC message switch. to include. but not limited
to. hot files. and state/national criminal history record information searches. on all personnel
authorized access to CJl in ELVIS.

Upon notification/determination of any type of reported or observed criminal or other
disqualifving activity by an individual authorized access to CJI in ELVIS, the TPD shall
immediately notify the CA via formal correspondence of the individual’s activity.

TPD shall immediately notify the CA upon learning of the termination or suspension from
employment of an individual authorized access to CJI in ELVIS.

The CA shall be entitled to use. through agents and employees of the TPD, the ELLVIS interface
located at the TPD for the purpose of gaining access to NCIC and FCIC information Systems for
law enforcement purposes.

The CA agrees to abide by all applicable local. state. and federal laws, rules and regulations. as
well as the rules and regulations of NCIC and FCIC with regards to the use of any device
accessing CJI and/or EL VIS under the terms of this agreement.

The CA agrees to abide by all terms and conditions of the most recent UA executed into between
FDLE and the CA.
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individual is added or removed from the list of authorized users or when an individual on the [ist
is arrested.

TPD shall have formal written guidelines defining the processes associated with implementation
of this Agreement.

TPD will forward a copy of this Agreement of the FDLE CSO.

The term of this agreement shall commence on the Effective Date and shall remain in full force
and effect until terminated in accordance with the terms herein.

Either party may terminate this Agreement upon sixty (60) business days’ written notice or
immediately by TPD without notice upon finding that the CA has violated terms of this
Agreement. or immediately by the CA without notice upon finding that TPD has violated the
terms of this Agreement.

This agreement constitutes the entire agreement of the parties and may not be modified or
amended without written agreement executed by both parties. and establishes procedures and
policies that will guide all parties to comply and adhere to the CJIS Security Policy.

This Agreement supersedes all prior or contemporaneous negotiations. commitments. agreements
(written or oral) and writings between TPD and the CA with respect to the subject matter hereof.

All such other negotiations, commitments, agreements and writings will have no further force or

effect. and the parties to any such other negotiation: commitment. agreement or writing will have
no further rights or obligations there under.

IN WITNESS HEREOF, the parties hereto have caused this Agreement to be executed by the proper
officers and officials.

Tallahassee Potice Denartment

Agency Name ([ PD)

Authorized Signatory (TPD)

Michael T, Del en #1000 Chief of Police
rrintea Name/ 1 # Iitle
ATTEST TO:

Byv:

Je;mes 0. Cooke, I'V. City Treasurer-Clerk
Approved as to form:
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By:
Theresa A. Flury, Asst. City Attorney

rrintea Name / 1D # e

The current FBI CJIS CSP mandates all agencies connected to the FBI CJIS systems adhere to
regulation set forth within the Security Policy. Included within the term “personnel” are all
individuals who are utilized by criminal justice agencies to implement, deploy, and/or maintain the
computers and/or networks of the criminal justice agency which are used to access FBI CJIS systems.
These individuals include city/county IT personnel, and private vendors. The subject of non-criminal
Justice governmental personnel and private vendors is addressed in Sections 5.1.1.5(1) of the CJIS
Security Policy, and the Security Addendum, which can be found in Appendix H.
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